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Abstract of the contribution: The intent of this PCR is for solution#1.6 evaluation.   
Summary
The intent of this PCR is for solution#1.6 evaluation.
***** Start of Change *****
6.1.6.5
Evaluation


This solution describes that UE will receive the mutually exclusion rules to indicate for which set of S-NSSAIs are mutually exclusive.  Such concept is similar to Solution#1.1 which extends the URSP/NSSP rule to indicate the slicing group info, except that, there is no detailed information regarding the semantic of the exclusion rules.  
Same as Solution#1.1, this solution does not explain how does the 5GC recognize the given UE is mutually exclusive slicing access capable (e.g. Rel-15 vs. Rel-16 UE), and therefore, the mutually exclusion rule will not be provided to the UE that is incapable of supporting mutually exclusive access.   Also, does this solution propose mandatory support for mutually exclusive access to network slice for Rel-16 UE?   

This solution proposes to allow mutually exclusive slicing groups to share the common AMF, hence, this solution does not comply to the agreed definition because the UE maintains the “same” NAS connectivity to the S-NSSAIs which are supposed to be mutually exclusive.  Even though the PDU session(s) with the prior S-NSSAI(s) would have been released, there is still NAS connectivity between the UE and the prior S-NSSAI(s) because the mutually exclusive S-NSSAIs are sharing the “same” AMF.   It is important to point out that, according to the Rel-15 definition of Network Slice Instance, the set of network functions include both control plane and user plane network functions.   Hence, the release of PDU session does not imply that there is no NAS connectivity between the UE and the corresponding network slice.  Furthermore, it also violates the bullet-3 in the “agreed” architectural assumptions/requirements in clause 4.   
Allowing sharing AMF among mutually exclusive slicing groups also further complicates the Rel-16 UE implementation, because of the following scenarios: 

· UE will need to execute two different set of procedures for requesting services for mutually exclusive set of S-NSSAIs that share the AMF and the set of S-NSSAIs that do not share the AMF, 

· UE should not assume that, even though the S-NSSAI is not in the Configured NSSAI, it does not imply that it does not share the “same” AMF with the S-NSSAIs in the Allowed NSSAI.   Therefore, there is no way for the UE to determine which one of the two procedures to execute for requesting new services. 
It is unclear how the solution works in the roaming scenario because there is no description on this specific aspect. 
At the minimum, this solution impacts the UE registration procedure, PDU session management procedures.  The impact to the UE Configuration Update still needs further analysis.   As for the impact to the existing service interfaces and signalling parameters related to the network slicing is TBD because there is no clear information regarding the mutually exclusive rule is.     

This solution has no impact to the RAN.  
***** End of Changes *****
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